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Kính gửi: 

 

 

- Ủy ban Mặt trận Tổ quốc Việt Nam xã; 

- Văn phòng Đảng ủy xã; 

- Các cơ quan chuyên môn thuộc UBND xã; 

- Công an xã; 

- Ban Chỉ huy Quân sự xã; 

- Các ban, ngành, đoàn thể xã; 

- Các trường học trên địa bàn xã. 

Thực hiện Công văn số 3235/CAT-ANM ngày 27/10/2025 của Công an 

tỉnh Quảng Ngãi về việc tăng cường công tác bảo đảm an toàn thông tin, an ninh 

mạng trong thời gian tới; UBND xã đề nghị Thủ trưởng cơ quan, đơn vị trên địa 

bàn xã trong phạm vi quản lý của cơ quan đơn vị mình chủ động, tích cực triển khai 

thực hiện các nội dung trọng tâm sau: 

1. Tiếp tục triển khai thực hiện hiệu quả công tác bảo đảm an toàn thông 

tin, an ninh mạng gắn với công tác chuyển đối số, ứng dụng công nghệ thông tin, 

phát triển chính quyền số, kinh tế số, xã hội số. Quán triệt nguyên tắc nguời đứng 

đầu cơ quan, đơn vị chịu trách nhiệm trước Chủ tịch UBND xã nếu để xảy ra việc 

mất an toàn thông tin, an ninh mạng, lộ mất bí mật nhà nước, thông tin dữ liệu cá 

nhân trên không gian mạng tại cơ quan, đơn vị quản lý. Phân công cán bộ, công 

chức, viên chức có năng lực phụ trách công tác chuyển đổi số, bảo đảm an toàn 

thông tin, an ninh mạng của cơ quan, đơn vị làm đầu mối tiếp nhận, tham mưu, 

triển khai các giải pháp bảo đảm an toàn thông tin, an ninh mạng theo hướng dẫn 

của lực lượng chức năng. 

2. Tăng cường triển khai các biện pháp bảo mật, bảo đảm an ninh mạng, an 

toàn thông tin đối với tất cả hệ thống thông tin, trang thông tin điện tử, hệ thống 

mạng nội bộ, phần mềm nghiệp vụ,... do đơn vị quản lý, vận hành; nhất là hệ thống 

thông tin cơ yếu, quan trọng, có kết nối cơ sở dữ liệu quốc gia về dân cư. Triển 

khai các biện pháp bảo đảm an ninh mạng theo tiêu chuẩn quốc gia TCVN 

14423:2025 An ninh mạng - Yêu cầu đối với hệ thống thông tin quan trọng; chủ 

động xây dựng, triển khai phương án ứng phó, khắc phục sự cố an ninh mạng theo 

quy định. Khắc phục ngay các tồn tại, hạn chế đã chỉ ra qua các đợt kiểm tra, 

hướng dẫn của lực lượng chức năng về công tác bảo đảm an toàn thông tin, an 

ninh mạng; thường xuyên cập nhật, vá lỗ hổng bảo mật (nếu có). Khi phát hiện 

hoạt động tấn công mạng, gián điệp mạng, cài cắm mã độc, chiếm quyền điều 

khiển hệ thống phải tổ chức, phối hợp ngay với cơ quan chức năng ngăn chặn, 

khắc phục, xử lý. 
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3. Các cơ quan, đơn vị, doanh nghiệp có hoạt động thu thập, xử lý dữ liệu 

cá nhân tiến hành rà soát tổng thể, phân loại dữ liệu cá nhân đã thu thập, đang xử 

lý; xác định trách nhiệm bảo vệ tương ứng với từng loại dữ liệu cá nhân. Rà soát, 

đánh giá quy trình thu thập dữ liệu, xử lý dữ liệu cá nhân, ban hành các biện pháp 

quản lý phù hợp với quy mô, mức độ xử lý dữ liệu cá nhân của cơ quan, tổ chức, 

doanh nghiệp. Đối với các cơ quan nhà nước, doanh nghiệp đang xử lý khối lượng 

lớn dữ liệu cá nhân, đặc biệt dữ liệu nhạy cảm cần thường xuyên kiểm tra, đánh 

giá bảo đảm an ninh dữ liệu, an toàn thông tin trong hoạt động xử lý. Trong trường 

hợp phát hiện xảy ra vi phạm quy định bảo vệ thông tin dữ liệu cá nhân, kịp thời 

phối hợp với lực lượng Công an xã thông báo cho Công an tỉnh (qua Phòng An 

ninh mạng và phòng chống tội phạm sử dụng công nghệ cao) để được hướng dẫn, 

khắc phục, xử lý. 

4. Tiếp tục triển khai thực hiện hiệu quả các nội dung Công văn số 

308/UBND-CA ngày 07/9/2025 của UBND xã về việc tăng cường đảm bảo an toàn, 

an ninh mạng phục vụ mô hình chính quyền địa phương 02 cấp; Công văn số 

543/UBND-CA ngày 21/10/2025 của UBND xã về việc bảo đảm an ninh mạng, 

an toàn thông tin cho cổng thông tin điện tử phục vụ Đại hội XIV của Đảng. 

5. Thường xuyên tuyên truyền, phổ biến, cảnh báo cho cán bộ, công chức, 

viên chức, người lao động trong cơ quan, đơn vị mình nâng cao nhận thức, trách 

nhiệm đối với công tác bảo đảm an toàn thông tin, an ninh mạng; thường xuyên 

cập nhật, thực hiện nghiêm túc các thông báo, cảnh báo của cơ quan chuyên trách 

về các loại hình tấn công mạng, tội phạm mạng, tội phạm sử dụng công nghệ cao, 

nguy cơ mất an ninh mạng, thông tin dữ liệu cá nhân. 

UBND xã đề nghị các cơ quan, đơn vị nghiêm túc triển khai thực hiện. 

Trong quá trình triển khai nếu có khó khăn, vướng mắc kịp thời phản ảnh về 

UBND xã (qua Công an xã) để xem xét, giải quyết./. 

Nơi nhận: 
- Như trên (Thực hiện); 

- Thường trực Đảng ủy (Báo cáo); 

- Thường trực HĐND xã (báo cáo); 

- Chủ tịch, Các PCT UBND xã; 

- Lưu: VT, CAX. 

 

 CHỦ TỊCH 

 

 

 

 

 

Huỳnh Ngọc Phong 
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